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Vegeu |'apartat de caracteristiques i escolliu la modalitat depenent de les caracteristiques del projecte.

Modalitat de cofinancament Modalitat d'ajutsespecifics []

NOM DE L'ENTITAT Vocdoni Association e CIF
REPRESENTANT LEGAL DE LENTITAT  jordi Pifiana Paga
RESPONSABLE DEL PROJECTE A LENTITAT (TUTOR/A) Jordi Pifiana Paga

ADRECA ELECTRONICA e TELEFON
ADRECA DEL CENTRE DE TREBALL ON ES DESENVOLUPARA PARCIALMENT EL PROJECTE

Bahnhofstrasse 20

CODI POSTAL 6300 o POBLACIO  Zug, Switzerland e PAGINAWEB https://vocdoni.io
BREU PRESENTACIO DE LENTITAT

La missio de la Vocdoni Association és el desenvolupament i la promoci6 de tecnologies de votacié electronica segures, anonimes, transparents i
escalables, basades en protocols criptografics de codi obert. Establerta a Suissa per la seguretat juridica d'aquest estat, I'Associaci6 actua com a
custodi del protocol obert de votacié Vocdoni, vetllant per la seva neutralitat, la seva continuitat i la disponibilitat del seu codi. Mitjangant la seva
estructura organitzativa, Vocdoni defensa la descentralitzacio, la resisténcia a la censura i la no dependéncia de punts de confianca centralitzats com
a pilars fonamentals per garantir la legitimitat democratica en processos de presa de decisions digitals.

Vocdoni aspira a ser el referent internacional en el camp de la governanca digital i els mecanismes criptografics aplicats a la democracia. La seva
activitat principal es basa en I'R+D, amb un equip altament qualificat d'enginyers de software, criptografs i experts en protocols distribuits.

L'eix de la seva recerca se centra en I'aplicacié practica de tecnologies de frontera: 1)Verificabilitat Universal i Anonimat: Us intensiu de Proves de
Coneixement Zero (ZKPs) i estructures avangades per garantir que qualsevol ciutada pugui verificar el recompte sense violar la privacitat dels vots.
2) Escalabilitat: Desenvolupament de mecanismes Layer-2 i rollups adaptats a la votacio, que permetin gestionar centenars de milers de vots per
segon de manera economicament viable sobre una infraestructura blockchain publica. 3) Resisténcia a la Coerci6: Disseny de protocols que
minimitzin els riscos de compra de vot o coaccid, un repte inherent als sistemes de votaci6 electronica.

Vocdoni ha desenvolupat una plataforma amb un TRL (Technology Readiness Level) elevat (actualment TRL 4-5), que ja s'utilitza en proves pilot i
processos de votacio reals. L'Associaci6 inverteix de manera continuada en la maduraci6 del seu stack tecnologic per assolir un TRL 8-9.

Malgrat ser una entitat suissa, Vocdoni manté una relacio estreta amb I'ecosistema tecnologic i académic catala i espanyol, on es concentra part del
seu equip técnic. Aquesta proximitat facilita la transferéncia de coneixement bidireccional, fet que la converteix en un soci industrial ideal per a un
Doctorat Industrial.

La col-laboracié amb la Universitat Politécnica de Catalunya (UPC) en aquest projecte és estrategica. Vocdoni aportara: 1) Entorn de Producci Real:
El doctorand podra treballar amb una base de codi obert existent i enfrontar-se a reptes reals d'escalabilitat i sequretat. 2) Experiéncia Practica en
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e UNIVERSITAT Universitat Politecnica de Catalunya (UPC)
* PROGRAMA DE DOCTORAT Programa de doctorat en arquitectura de computadors
INVESTIGADOR/A ICREA BENEFICIARI D'UN AJUT ERC [ GRUP DERECERCA SGR

e CODISGR 01059 o NOMDEL GRUP DE RECERCA Xarxes de Computadors i Sistemes Distribdits (CN
e DIRECTOR/A DE TESI Roger Baig Vifias
e CENTRE DE RECERCA (SI ESCAU)
e ADRECA ELECTRONICA e TELEFON
o ADRECA DEL DEPARTAMENT/CENTRE ON DESENVOLUPARA PARCIALMENT EL PROJECTE

Jordi Girona 1-3 D6-105

e CODIPOSTAL 08034 e POBLACIO Barcelona o PAGINAWEB https://www.ac.upc.edu/

Redactar un breu resum del projecte de recerca, mitjangant el qual el candidat pugui identificar si es tracta d'un projecte del seu interés.
Cal indicar si hi participen altres entitats o centres, i cenyir-se a I'espai del requadre.

Aquest projecte de recerca té com a objectiu el desenvolupament d’un nou protocol de votaci6 electronica segur, anonim, verificable i escalable,
basat en tecnologies criptografiques avangades com les proves de coneixement zero (Zero-Knowledge Proofs, ZKPs), criptografia amb Ilindar
(Threshold Cryptography), arbres de Merkle i infraestructures descentralitzades. L’objectiu és dissenyar un sistema de vot digital que pugui ser
utilitzat de manera fiable en processos participatius de tota escala, garantint alhora la privacitat dels votants, la integritat del recompte i I'abséncia
de punts de confianca centralitzats.

La recerca aborda reptes clau del vot electronic: assegurar la verificabilitat universal del procés, preservar I’'anonimat del vot en tot moment, evitar
manipulacions o dependéncies d’entitats centrals, permetre votacions amb centenars de milers de participants, i evitar la compra de vot o la coerci6.
Per assolir-ho, el projecte explorara i desenvolupara una arquitectura basada en: 1) la tecnologia Zero-Knowledge Succinct Non-Interactive
Argument of Knowledge (ZK-SNARKS) per validar vots i transicions d’estat sense revelar informacio privada, 2) les estructures criptografiques
eficients per gestionar el cens i I’estat del procés electoral, 3) la reencriptaci6 i la criptografia homomorfica per garantir el vot secret i el recompte
verificable, 4) la generaci6 distribuida de claus per impedir desxiframents unilaterals, i 5) I'Gs de blockchain i rollups per a garantir que el procés de
votaci6 funcioni de manera immutable i escalable.

El projecte no es limita a un model teoric, sin6 que I'objectiu final és la seva posada en producci6. El doctorand participara en totes les fases del
procés: disseny criptografic, implementacié de prototips, analisi de seguretat, optimitzacié de circuits i proves, i avaluaci6é experimental del protocol
en entorns distribuits.

L’'impacte social esperat del projecte és alt, ja que ha de contribuir de manera molt significativa a la reduccié de costos de I'organitzacié de
processos de votacio i a I'’enfortiment de les garanties d’aquests i, per tant, de la legitimitat de les preses de decisions que se’n derivin. Emprant
terminologia de la criptografia, les votacions sén una primitiva fonamental de la democracia. De baix cap a dalt (bottom-up): a curt termini,
associacions, comunitats de practica, etc.; a mitja termini, administracions locals, associacions grans, etc.; i a llarg termini, eleccions estatals,
processos estatutaris, etc.

A nivell de disponibilitat de programari, el projecte ha de fer contribucions significatives al corpus de programari lliure, incloent-hi I’addici6 de
llibreries criptografiques, scripts de testing (o testatge si es vol catalanitzar), etc.

A nivell de producci6 cientifica, s’esperen, com a minim, dues publicacions a revistes indexades del primer quartil (Q1), i la participacié en tres
conferéncies amb publicacié de les actes (proceedings), una de les quals de primer nivell (A).

Malgrat la naturalesa eminentment tecnocientifica, el projecte també ha de considerar, com a minim, aspectes legals, com ara la gestié de dades
personals molt sensible (preferéncies politiques), i aspectes economics, com ara els sistemes d’incentius per fer el sistema desenvolupat
econdomicament sostenible.

El projecte es realitzara conjuntament entre Vocdoni Association i la Universitat Politécnica de Catalunya, amb el suport extern de la Universitat
Pompeu Fabra, en un entorn de recerca amb components tecnologics i de transferencia de coneixement universitat-empresa i empresa-universitat

molt forts.

Aquest projecte es construeix sobre la base de la plataforma DAINCI de Vocdoni, portant la seva arquitectura al seguent nivell de maduresa
criptografica i escalabilitat (de TRL4 a TRLS).

La Metodologia de Recerca sera Design Science Research (DSR), combinada amb I'analisi i la prova formal de protocols criptografics, assegurant el
pas de la prova de concepte (PoC) a un sistema productiu.
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6. PERFIL DEL CANDIDAT/A

Descripcio dels requisits minims i valorables, quant a titulacio, idiomes i experiéncia, que seran més valorats en els candidats.
En tots els apartats cal fer referencia a si és un requisit minim o valorable.

o TITULACIO" [GRAU, 0 EQUIVALENT (LLICENCIATURA, ENGINYERIA SUPERIOR | ARQUITECTURA), | MASTER UNIVERSITARI]

* Grau, Enginyeria o Enginyeria tecnica en informpatica o similar
* Llicenciatura en matematiques o similar

*Requisits per aladmissio al doctorat: vegeu lapartat corresponent a les preguntes més frequents dels estudiants de doctorat (FAQ) del web del Pla de Doctorats Industrials.

¢ IDIOMES o EXPERIENCIA PROFESSIONAL D'INTERES
* Anglés, oral i escrit, totalment fluid * Treballat en recerca en I'empresa privada
(indispensable) * Gesti6 de projectes

* Empreneduria
* Projectes de programari lliure
* Projectes comunitaris

e ALTRES

* Llenguatges de programacio, totalment fluids (indispensable com a minim dos): C, Go, Rust

* Web totalment fluids (indispensable): JavaScript, CSS, HTML

* Smart contracts fluid (indispensable): Solidity

* Criptografia nivell avancat (indispensable): criptografia assimeétrica, signatura digital, sistemes criptografics, zero
knowledge

* Bases de dades SQL, DevOps, xarxes de computadors, sistemes distribuits

CARACTERISTIQUES DELS PROJECTES DE DOCTORAT INDUSTRIAL

L'element essencial del Pla de Doctorats Industrials és un projecte de doctorat industrial, &s a dir, un projecte de recerca estratégic d'una empresa, en
queé el doctorand/a desenvolupara la seva formacio investigadora, en col-laboracio amb un organisme de recerca, i que sera objecte d'una tesi doctoral.

La Generalitat de Catalunya dona suport economic a aquests projectes mitjangant 2 modalitats, depenent de les caracteristiques d'execucio del projecte:

o Projectes de doctorat industrial cofinangats per la Generalitat de Catalunya.
o Projectes de doctorat industrial amb ajut especific.

CARACTERISTIQUES COMUNES D’AMBDUES MODALITATS

o Latesidoctoral es desenvolupara en el marc d'un conveni de col-laboracié entre I'entitat o entitats de I'entorn empresarial i l'entitat o entitats de 'entorn
academic (sempre ha d'haver-hi una universitat catalanal, que ha de ser vigent durant els 3 anys de durada del periode d'execucié del projecte.

e Eldoctorand/a disposara d'un director/a de tesivinculat I'organisme de recerca sol-licitant i d'una persona responsable designada per I'empresasol-licitant
(tutor/al.

o Laselecciod de la persona candidata es dura a terme conjuntament entre les parts signants del conveni de col-laboracio. En tot cas, la persona candidata ha de
ser acceptada i admesa en el programa de doctoratde la universitat corresponent.

e Lapersona candidata ha de tenir una nota mitjana de I'expedient académic igual o superior a 6,5 (escala 0 a 10), calculada sobre el total de credits dels
estudis superiors que donen accés als estudis oficials de doctorat.

o Eldirector/a de tesi ha de formar part d'un grup de recerca reconegut (SGR) vigent de la Generalitat de Catalunya o bé ser investigador/a del programa
ICREA o haver obtingut financament del Consell Europeu de Recerca (ERC).

o Ladedicaci6 del doctorand/a al projecte de recerca es distribuira entre els dos entorns.

o Eldoctorand/a participara enprogrames formatius en competéncies especifiquesrelacionades amb el lideratge, la coordinacio i la gestio de projectes d'R+D+l;
la transferencia de resultats de recerca; el desenvolupament de noves empreses, i la propietat intel-lectual i industrial, entre altres matéries rellevants.

e Eldoctorand/a disposara d'una assignacié anual (borsa del doctorand/a)financada per la Generalitat de Catalunya i acumulable per un periode de 3 anys.
La finalitat és cobrir les despeses de matricula, mobilitat, formacio i publicacio darticles del doctorand/a.

o Totes les tesis llegides en el marc del Pla de Doctorats Industrials rebran la mencié de doctorat industrial. Els tutors i tutores de I'entorn empresarial, aixi com

els directors i directores de tesi participants rebran un reconeixement per la seva participacio en el Pla.
Diposit Legal B-9413-2014
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1. DADES DE LA PERSONA SOL-LICITANT
e NOMICOGNOMS DE L'ESTUDIANT

o ADRECA DE LA RESIDENCIA HABITUAL
e CODIPOSTAL e POBLACIO
e ADRECA ELECTRONICA

2. PERFIL DEL CANDIDAT/A

e TELEFO

e TITULACIO: GRAU O EQUIVALENT (LLICENCIATURA, ENGINYERIA SUPERIOR | ARQUITECTURA), | MASTER UNIVERSITARI

o NOMBRE DE CREDITS (ECTS)
del GRAU 0 EQUIVALENT

o NOMBRE DE CREDITS (ECTS)
del MASTER UNIVERSITARI

e IDIOMES. EN EL CAS DE DISPOSAR D'UN CERTIFICAT
ACREDITATIU, CAL ESPECIFICAR-HO AMB LA DATA D'OBTENCIO.

o ALTRES DADES D'INTERES RELLEVANTS PER AL PROJECTE

e NOTA MITJANA
DE L'EXPEDIENT escaLAta10)

e NOTA MITJANA
DE L'EXPEDIENT escaLA1a10)

o EXPERIENCIA PROFESSIONAL
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3.MOTIVACIO | INTERES EN EL PROJECTE

Espai per incloure les motivacions i linterés personal en el projecte, amb I'extensio maxima del requadre.

PROTECCIO DE DADES DE CARACTER PERSONAL
£n complimentar aquest fomulari, autoritza i dona el seu consentiment per al tractament de les dades personals facilitades en els termes segents:

Responsable. AGAUR | CIF 00801117C | Passeig Lluis Companys 23, 08010, Barcelona | T. 93 310 63 941 lopd.agaur@gencat.cat.

Delegat de proteccié de dades: agaur@dpo.microlabhard.es

Finalitat. La finalitat de la recollida de les dades és fer arribar la seva candidatura a l'empresa i la universitat/organisme de recerca impulsors del projecte de recerca al qual shagiinscrit per si, s'escau, gestionar la sol licitud dajut en el marc del Pla de Doctorats Industrials (en endavant,
Pla DI), de conformitat amb el Reglament (UE) 2016/673 del Parlament Europeu relatiu a la proteccio de dades de caracter personal i la Llei Organica 3/2018, de 5 de desembre, de proteccio de dades personals i garantia dels drets digitals.

Base legal.El compliment d'una missio realitzada en interés public, I'exercici de poders pUblics conferit al responsable o el compliment d'una obligacio legal o; el consentiment de la persona interessada en el cas de sol-licitar-lo, consentiment que podra ser retirat en qualsevol moment.
Conservacié de les dadesLes seves dades es conservaran mentre siguin necessaries per gestionar la convocatéria corresponent i, un cop tancada, es conservaran d'acord amb els terminis establerts a la normativa d'arxius aplicable. El responsable, certifica haver implementat les
mesures técniques i organitzatives recollides al Reglament (UE) 2016/678, per tal de garantir la seguretat i integritat de les dades de caracter personal incloses als fitxers i evitar la seva alteracio, pérdua i tractament o accés no autoritzats.

Drets. En qualsevol moment, voste pot exercir els drets daccés, rectificacio, supressio, oposicio, limitacio del tractament de les seves dades, o exercir el dret a la portabilitat d'aquestes. Tot aixé, mitjangant escrit, acompanyat de copia de document oficial que l'identifiqui, adrecat a TAGAUR
o al delegat de proteccio de dades. En cas de disconformitat amb el tractament, també té el dret de presentar una reclamacio davant I'Autoritat Catalana de Proteccié de Dades.

Destinataris.Empresa i universitat/organisme de recerca impulsors del Projecte de Recerca per a la valoraci6 de la candidatura, Departament de Recerca i Universitats (REU) i Consorci de Serveis Universitaris de Catalunya (CSUC) amb la finalitat de participar i assessorar en la seleccio

de les entitats i candidats, coordinar i promocionar conjuntament el programa amb 'AGAUR. Igualment, les dades podran ser comunicades a l'empresa on desenvolupi les seves funcions i a la universitat amb la finalitat de seleccionar el candidat.

Data i signatura de la persona interessada.

BLOQUEJAR

Per a més informacio:

doctorats.industrials.recerca@gencat.cat | doctoratsindustrials.gencat.cat

Procediment de sollicitud de participacié:

Cal enviar una copia signada i una altra en format editable a la bustia de correu del Pla de Doctorats Industrials: doctorats.industrials.recerca@gencat.cat
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Vocdoni aspira a ser el referent internacional en el camp de la governança digital i els mecanismes criptogràfics aplicats a la democràcia. La seva activitat principal es basa en l'R+D, amb un equip altament qualificat d'enginyers de software, criptògrafs i experts en protocols distribuïts.

L'eix de la seva recerca se centra en l'aplicació pràctica de tecnologies de frontera: 1)Verificabilitat Universal i Anonimat: Ús intensiu de Proves de Coneixement Zero (ZKPs) i estructures avançades per garantir que qualsevol ciutadà pugui verificar el recompte sense violar la privacitat dels vots. 2) Escalabilitat: Desenvolupament de mecanismes Layer-2 i rollups adaptats a la votació, que permetin gestionar centenars de milers de vots per segon de manera econòmicament viable sobre una infraestructura blockchain pública. 3) Resistència a la Coerció: Disseny de protocols que minimitzin els riscos de compra de vot o coacció, un repte inherent als sistemes de votació electrònica.

Vocdoni ha desenvolupat una plataforma amb un TRL (Technology Readiness Level) elevat (actualment TRL 4-5), que ja s'utilitza en proves pilot i processos de votació reals. L'Associació inverteix de manera continuada en la maduració del seu stack tecnològic per assolir un TRL 8-9.

Malgrat ser una entitat suïssa, Vocdoni manté una relació estreta amb l'ecosistema tecnològic i acadèmic català i espanyol, on es concentra part del seu equip tècnic. Aquesta proximitat facilita la transferència de coneixement bidireccional, fet que la converteix en un soci industrial ideal per a un Doctorat Industrial.

La col·laboració amb la Universitat Politècnica de Catalunya (UPC) en aquest projecte és estratègica. Vocdoni aportarà: 1) Entorn de Producció Real: El doctorand podrà treballar amb una base de codi obert existent i enfrontar-se a reptes reals d'escalabilitat i seguretat. 2) Experiència Pràctica en Criptografia: Orientació per part dels enginyers i experts de l'Associació, que faran de cotutors industrials, garantint que el disseny teòric es pugui implementar de manera robusta. 3) Accés a Comunitat i Ecosistema: Oportunitat de contrastar la recerca amb la comunitat global de desenvolupadors de tecnologia blockchain i amb els usuaris finals (associacions, administracions).

Aquesta Associació proporciona un entorn ideal on la recerca acadèmica es transforma directament en innovació social i tecnològica aplicada, complint la funció de transferència de coneixement pròpia del programa de Doctorats Industrials.
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	16: Aquest projecte de recerca té com a objectiu el desenvolupament d’un nou protocol de votació electrònica segur, anònim, verificable i escalable, basat en tecnologies criptogràfiques avançades com les proves de coneixement zero (Zero-Knowledge Proofs, ZKPs), criptografia amb llindar (Threshold Cryptography), arbres de Merkle i infraestructures descentralitzades. L’objectiu és dissenyar un sistema de vot digital que pugui ser utilitzat de manera fiable en processos participatius de tota escala, garantint alhora la privacitat dels votants, la integritat del recompte i l'absència de punts de confiança centralitzats.

La recerca aborda reptes clau del vot electrònic: assegurar la verificabilitat universal del procés, preservar l’anonimat del vot en tot moment, evitar manipulacions o dependències d’entitats centrals, permetre votacions amb centenars de milers de participants, i evitar la compra de vot o la coerció. Per assolir-ho, el projecte explorarà i desenvoluparà una arquitectura basada en: 1) la tecnologia Zero-Knowledge Succinct Non-Interactive Argument of Knowledge (ZK-SNARKs) per validar vots i transicions d’estat sense revelar informació privada, 2) les estructures criptogràfiques eficients per gestionar el cens i l’estat del procés electoral, 3) la reencriptació i la criptografia homomòrfica per garantir el vot secret i el recompte verificable, 4) la generació distribuïda de claus per impedir desxiframents unilaterals, i 5) l’ús de blockchain i rollups per a garantir que el procés de votació funcioni de manera immutable i escalable.

El projecte no es limita a un model teòric, sinó que l’objectiu final és la seva posada en producció. El doctorand participarà en totes les fases del procés: disseny criptogràfic, implementació de prototips, anàlisi de seguretat, optimització de circuits i proves, i avaluació experimental del protocol en entorns distribuïts.

L’impacte social esperat del projecte és alt, ja que ha de contribuir de manera molt significativa a la reducció de costos de l’organització de processos de votació i a l’enfortiment de les garanties d’aquests i, per tant, de la legitimitat de les preses de decisions que se’n derivin. Emprant terminologia de la criptografia, les votacions són una primitiva fonamental de la democràcia. De baix cap a dalt (bottom-up): a curt termini, associacions, comunitats de pràctica, etc.; a mitjà termini, administracions locals, associacions grans, etc.; i a llarg termini, eleccions estatals, processos estatutaris, etc.

A nivell de disponibilitat de programari, el projecte ha de fer contribucions significatives al corpus de programari lliure, incloent-hi l’addició de llibreries criptogràfiques, scripts de testing (o testatge si es vol catalanitzar), etc.

A nivell de producció científica, s’esperen, com a mínim, dues publicacions a revistes indexades del primer quartil (Q1), i la participació en tres conferències amb publicació de les actes (proceedings), una de les quals de primer nivell (A).

Malgrat la naturalesa eminentment tecnocientífica, el projecte també ha de considerar, com a mínim, aspectes legals, com ara la gestió de dades personals molt sensible (preferències polítiques), i aspectes econòmics, com ara els sistemes d’incentius per fer el sistema desenvolupat econòmicament sostenible.

El projecte es realitzarà conjuntament entre Vocdoni Association i la Universitat Politècnica de Catalunya, amb el suport extern de la Universitat Pompeu Fabra, en un entorn de recerca amb components tecnològics i de transferència de coneixement universitat-empresa i empresa-universitat molt forts.

Aquest projecte es construeix sobre la base de la plataforma DAINCI de Vocdoni, portant la seva arquitectura al següent nivell de maduresa criptogràfica i escalabilitat (de TRL4 a TRL8).

La Metodologia de Recerca serà Design Science Research (DSR), combinada amb l'anàlisi i la prova formal de protocols criptogràfics, assegurant el pas de la prova de concepte (PoC) a un sistema productiu.

La càrrega de treball és l’equivalent a 3 anys a temps complet. Durant el primer any es farà la revisió de la literatura i la definició de les propietats del sistema. Al juny de 2026, el doctorand haurà de lliurar i defensar un Pla de Recerca on haurà de determinar amb un grau de precisió alt les preguntes de recerca, així com el pla de treball per obtenir-ne les respostes i els indicadors de validació d’aquestes, tant a nivell científic com industrial. Al segon any, el gruix de la feina es centrarà en el desenvolupament del sistema (disseny, desenvolupament, testatge i desplegament). Al tercer any, el focus es posarà en la validació de mercat i el refinament de la solució, així com l’exploració de la seva aplicació en altres àmbits no previstos inicialment.

El doctorand tindrà accés a l'experiència pràctica i la infraestructura de desplegament de Vocdoni, complementada amb la capacitat d'anàlisi i els recursos de simulació avançada dels laboratoris de la UPC.

És un projecte especialment indicat per a candidats amb interès en criptografia, seguretat informàtica, tecnologia blockchain, protocols distribuïts, verificació formal o vot electrònic, i que vulguin treballar en un entorn on la recerca té aplicació directa i immediata en sistemes reals.
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	1: * Grau, Enginyeria o Enginyeria tècnica en informpatica o similar
* Llicenciatura en matemàtiques o similar
* Màster en recerca, en informàtica, en matemàtiques o similar
	2: * Anglès, oral i escrit, totalment fluïd (indispensable)
	3: * Treballat en recerca en l’empresa privada
* Gestió de projectes
* Empreneduria
* Projectes de programari lliure
* Projectes comunitaris
	4: * Llenguatges de programació, totalment fluïds (indispensable com a mínim dos): C, Go, Rust
* Web totalment fluïds (indispensable): JavaScript, CSS, HTML
* Smart contracts fluïd (indispensable): Solidity
* Criptografia nivell avançat (indispensable): criptografia assimètrica, signatura digital, sistemes criptogràfics, zero knowledge
* Bases de dades SQL, DevOps, xarxes de computadors, sistemes distribuïts
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